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(4) Exceptions. No charge will be made by
the Commission for notices, decisions, or-
ders, etc., required by law to be served on a
party to any proceeding or matter before the
Commission. No charge will be made for sin-
gle copies of the above Commission publica-
tions individually requested in person or by
mail. In addition, a subscription to Commis-
sion mailing lists will be entered without
charge when one of the following conditions
is present:

(i) The furnishing of the service without
charge is an appropriate courtesy to a for-
eign country or international organization.

(ii) The recipient is another governmental
agency, Federal, State, or local, concerned
with the domestic or foreign commerce by
water of the United States or, having a le-
gitimate interest in the proceedings and ac-
tivities of the Commission.

(iii) The recipient is a college or univer-
sity.

(iv) The recipient does not fall within para-
graphs (d)(4) (i), (ii), or (iii) of this section
but is determined by the Commission to be
appropriate in the interest of its programs.

(e) To have one’s name and address placed
on the mailing list of a specific docket as an
interested party to receive all issuances per-
taining to that docket: $7 per proceeding.

(f) Loose-leaf reprint of the Commission’s
complete, current Rules of Practice and Pro-
cedure, part 502 of this chapter, for an initial
fee of $9. Future amendments to the reprint
are available at an annual subscription rate
of $7.

(g) Applications for admission to practice
before the Commission for persons not attor-
neys at law must be accompanied by a fee of
$77 pursuant to § 502.27 of this chapter.

(h) Additional issuances, publications and
services of the Commission may be made
available for fees to be determined by the
Secretary which fees shall not exceed the
cost to the Commission for providing them.

Subpart F—Information Security
Program

§ 503.51 Definitions.
(a) Original classification means an

initial determination that information
requires protection against unauthor-
ized disclosure in the interest of na-
tional security, together with a classi-
fication designation signifying the
level of protection required.

(b) Derivative classification means a
determination that information is in
substance the same as information cur-
rently classified, and the application of
the same classification markings.

(c) Declassification date or event means
a date or event upon which classified

information is automatically declas-
sified.

(d) Downgrading date or event means a
date or event upon which classified in-
formation is automatically down-
graded in accordance with appropriate
downgrading instructions on the classi-
fied materials.

(e) National security means the na-
tional defense or foreign relations of
the United States.

(f) Foreign government information
means either information provided to
the United States by a foreign govern-
ment or governments, an international
organization of governments, or any
element thereof with the expectation,
expressed or implied, that the informa-
tion, the source of the information, or
both, are to be held in confidence; or
information produced by the United
States pursuant to or as a result of a
joint arrangement with a foreign gov-
ernment or governments, an inter-
national organization of governments,
or any element thereof, requiring that
the information, the arrangement, or
both, are to be held in confidence.

§ 503.52 Senior agency official.
The Chairman of the Commission

shall designate a senior agency official
to be the Security Officer for the Com-
mission who shall be responsible for di-
recting and administering the Commis-
sion’s information security program,
which includes an active oversight and
security education program to ensure
effective implementation of Executive
Order 12356.

§ 503.53 Oversight Committee.
An Oversight Committee is estab-

lished, under the chairmanship of the
Security Officer with the following re-
sponsibilities:

(a) Establish a Commission security
education program to familiarize all
personnel who have or may have access
to classified information with the pro-
visions of Executive Order 12356, and
Information Security Oversight Office
Directive No. 1. The program shall in-
clude initial, refresher, and termi-
nation briefings;

(b) Establish controls to ensure that
classified information is used, proc-
essed, stored, reproduced, and trans-
mitted only under conditions that will
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provide adequate protection and pre-
vent access by unauthorized persons;

(c) Act on all suggestions and com-
plaints concerning the Commission’s
information security program;

(d) Recommend appropriate adminis-
trative action to correct abuse or vio-
lations of any provision of Executive
Order 12356; and

(e) Consider and decide other ques-
tions concerning classification and de-
classification that may be brought be-
fore it.

§ 503.54 Original classification.
(a) No Commission Member or em-

ployee has the authority to classify
any Commission originated informa-
tion.

(b) If a Commission Member or em-
ployee develops information that ap-
pears to require classification, or re-
ceives any foreign government infor-
mation as defined in § 503.51(f), the
Member or employee shall immediately
notify the Security Officer and appro-
priately protect the information.

(c) If the Security Officer believes
the information warrants classifica-
tion, it shall be sent to the appropriate
agency with original classification au-
thority over the subject matter, or to
the Information Security Oversight Of-
fice, for review and a classification de-
termination.

(d) If there is reasonable doubt about
the need to classify information, it
shall be safeguarded as if it were classi-
fied pending a determination by an
original classification authority. If
there is reasonable doubt about the ap-
propriate level of classification, it
shall be safeguarded at the higher level
of classification pending a determina-
tion by an original classification au-
thority.

§ 503.55 Derivative classification.
(a) Any document that includes para-

phrases, restatements, or summaries
of, or incorporates in new form, infor-
mation that is already classified, shall
be assigned the same level of classifica-
tion as the sources, unless consultation
with originators or instructions con-
tained in authorized classification
guides indicate that no classification,
or a lower classification than origi-
nally assigned, should be used.

(b) Persons who apply derivative
classification markings shall:

(1) Observe and respect original clas-
sification decisions, and

(2) Carry forward to any newly cre-
ated documents any assigned author-
ized markings. The declassification
date or event that provides the longest
period of classification shall be used
for documents classified on the basis of
multiple sources.

(c) A derivative document that de-
rives its classification from the ap-
proved use of the classification guide of
another agency shall bear the declas-
sification date required by the provi-
sions of that classification guide.

(d) Documents classified derivatively
on the basis of source documents or
classification guides shall bear all ap-
plicable marking prescribed in sections
2001.5(a) through 2001.5(e), Information
Security Oversight Office Directive No.
1.

(1) Classification authority. The au-
thority for classification shall be
shown as follows:

(i) Classified by (description of source
documents or classification guide), or

(ii) Classified by multiple sources, if a
document is classified on the basis of
more than one source document or
classification guide.

(iii) In these cases, the derivative
classifier shall maintain the identifica-
tion of each source with the file or
record copy of the derivatively classi-
fied document. A document deriva-
tively classified on the basis of a
source document that is marked ‘‘Clas-
sified by Multiple Sources’’ shall cite
the source document in its ‘‘Classified
by’’ line rather than the term ‘‘Mul-
tiple sources.’’

(2) Declassification and downgrading
instructions. Date or events for auto-
matic declassification or downgrading,
or the notation ‘‘Originating Agency’s
Determination Required’’ to indicate
that the document is not to be declas-
sified automatically, shall be carried
forward from the source document, or
as directed by a classification guide,
and shown on ‘‘declassify on’’ line as
follows:

‘‘Declassify on: (date, description of event);
or

‘‘Originating Agency’s Determination Re-
quired (OADR).’’
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